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an individual declared to be incom-
petent by a court of competent juris-
diction, any record pertaining to that
individual in a system of records main-
tained by the Office.

(c) Minors are not precluded from ex-
ercising personally those rights pro-
vided them by the Privacy Act.

§ 297.204 Access by the representative
of the data subject.

A record may be disclosed to a rep-
resentative of the individual to whom
the record pertains after the system
manager receives written authoriza-
tion from the individual who is the
subject of the record.

§ 297.205 Access to medical records.

When a request for access involves
medical or psychological records that
the system manager believes requires
special handling, the requester should
be advised that the material will be
provided only to a physician designated
by the data subject. Upon receipt of the
designation and upon verification of
the physician’s identity, the records
will be made available to the physi-
cian, who will have full authority to
disclose those records to the data sub-
ject when appropriate.

§ 297.206 Fees charged by the Office.

(a) No fees will be charged for search
and review time expended by the Office
to produce a record, or for making a
photostatic copy of the record, or for
having it personally reviewed by the
data subject, when a record is retrieved
from a system of records pertaining to
that data subject. Additional copies
provided may be charged under the Of-
fice’s established fee schedule.

(b) When the fees chargeable under
this section will amount to more than
$25, the requester will be notified and
payment of fees may be required before
the records are provided.

(c) Remittance should be made by ei-
ther a personal check, bank draft, or a
money order that is made payable to
the U.S. Office of Personnel Manage-
ment and addressed to the appropriate
system manager.

§ 297.207 Denials of access and appeals
with respect to such denials.

(a) If an access request is denied, the
Office or agency response will be in
writing and will include a statement of
the reasons for the denial and the pro-
cedures available to appeal the denial,
including the name, position title, and
address of the Office official respon-
sible for the review.

(b) Nothing in this part should be
construed to entitle a data subject the
right to access any information com-
piled in reasonable anticipation of a
civil action or proceeding.

(c) For denials of access made under
this subpart, the following procedures
apply:

(1) For initial denials made by an
agency, when the record is maintained
in an Office Governmentwide system of
records, a request for adminstrative re-
view should be made only to the Assist-
ant Director for Workforce Informa-
tion, Personnel Systems and Oversight
Group, U.S. Office of Personnel Man-
agement, 1900 E Street NW., Wash-
ington, DC 20415.

(2) For denials initially made by an
Office official, when a record is main-
tained in an internal or central system
of records, a request for administrative
review should be made to the Informa-
tion and Privacy Appeals Counsel, Of-
fice of the General Counsel, U.S. Office
of Personnel Management, 1900 E
Street NW., Washington, DC 20415.

(3) Any administrative review deci-
sion that either partially or fully sup-
ports the initial decision and denies ac-
cess to the material the individual
originally sought should state the re-
quester’s right to seek judicial review
of the final administrative decision.

§ 297.208 Judicial review.

Upon receipt of notification that the
denial of access has been upheld on ad-
ministrative review, the requester has
the right to judicial review of the deci-
sion for up to 2 years from the date on
which the cause of action arose. Judi-
cial review may be sought in the dis-
trict court of the United States in the
district in which—

(a) The requester resides;
(b) The requester has his or her prin-

cipal place of business; or
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